Resolve an INVALIDDOMAIN error
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When you request an SSL certificate, our system will check your domain name to make sure that the domain
is correctly formatted for certificate issuance. If you receive an INVALIDDOMAIN error, there are several
factors that you will need to check. Factors that trigger the INVALIDDOMAIN error Your domain doesn't
contain a valid TLD Your domain has invalid characters (no-break space, zero-width chars, etc) Your domain
has an invalid number of dashes for punycode domains Your domain contains non-ASCII characters Once
you have resolved the issue with the domain that you're requesting an SSL certificate for, you will need to
re-submit your certificate request.
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